
 

 
 

 

Do you know 
what information 
is publicly 
available about 
your network? 
Hackers can use publicly 
accessible data to find gaps. 

 
 

 

As an IOE member, you can get this free report to help 
identify your potential security gaps. 

 

What is an 
Attack Surface? 

 
 

What is the Attack 
Surface Report? 

An Attack Surface is the number of points, or attack vectors, 

across your IT network where unauthorized users could exploit 

vulnerabilities to gain access to systems, extract confidential data, 

and stage an attack. 

 
This report shows what a hacker can find out about your network 

from using publicly available data. It focuses on your infrastructure 

which is directly connected to the internet. 

 
 

 

 

Why does 
this matter? 

Gaining controls of an organization’s internet-facing equipment is 

a common attack vector. It’s important that this equipment is  

configured correctly to prevent security and privacy incidents. 

 

 

 
 

The Attack Surface Report is a complimentary service provided by Field Effect and our partners 

to help organizations understand the importance of holistic cybersecurity. 
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